Risk Analizi

1. Olası internet erişim problemleri yaşanması durumunda sistemin anlık tepkiler verememesi satın alımda yaşanabilecek sıkıntılar fiziksel hareketlerin yetersiz kalmasıyla müşteri memnuniyetinde azalma, sisteme olan güvenin yitirilmesine sebep olabilir.
2. İnternet erişim problemleri durumunda müşteriler otomasyonla beraber kurulacak olan güvenli servis sistemleriyle işlemine devam edebilir böylelikle bu riskin işletmeye verdiği maddi kayıp minimum oranda tutulmuş olur.
3. Sistem üzerinde gerçekleşebilecek olası saldırı veya çöküntü durumlarında sistemin minimum düzeyde etkilenip işlem kesintisine uğramadan yedek dosyalarını saklayarak herhangi bilgi sızıntısına uğramadan güvenli şekilde ana merkezden veri trafiği bozulmadan çalışmaya devam edebilmelidir.
4. Uygulamanın sağladığı iş imkanlarının kullanıcı tarafından güvenirliğinin doğrulanması bu konuda bir güvenlik zafiyetinin olmaması gerekmektedir.
5. Sistemin iş veren ve çalışan tarafından öncesinde karşılıklı etkileşim imkânı olmalıdır, her ne olursa olsun çalışan için sağlık sigortası yapılmalıdır, sonuçlanabilecek herhangi bir kazadan tarafımız sorumlu değildir.
6. Veri tabanı sunucularının yanması durumunda sunucu güvenliği zafiyeti oluşmaması ve sunucuda veri kaybı oluşmaması için sunucu yedekleri düzenli olarak alınmalıdır.
7. Satın alım durumlarında yaşanabilecek sistem ile banka arasında doğabilecek sıkıntıları minimuma indirmeli sistemin gönderdiği iletilere anlık cevap alabilmeli ve herhangi bir zafiyet yaşanmamalı.